
This is the summary message from GE Healthcare (Sandra Palbiski, sandra.palbiski@gehealthcare.com) 
 
 
Protocols/ports required for connection VIVID > EchoPAC: 
-ping ICMP protocol (Server Check) 
-port 2638 TCP (Device Check) 
-SMB port 445 TCP (File Destination Check) 
  
Enable Window SMB Client 
  
On the Vivid: Config/Connectivity/Tpip – Save settings then reboot to update windows host file 
  
  
  



 

 

Enable SMB Client on EchoPac Windows computer. This can be done by going to 

 Control Panel->Programs->Programs and Features-> Turn Windows on of off -> Uninstall or change 

program -> Enable SMB1.0/CIFS File Sharing Support and everything below the folder. 

 

Please see the settings below 

 

  



Enable ICMPv4 protocal as follows: 

 

Windows Defender Firewall with Advaced Security ->->Advacned Settings-> Inbound Rules -> Enable File 

and Printer Sharing (Echo Reuest – ICMPv4-in) and File Printer Sharing (Echo Reuest – ICMPv4-in) 

 

 

 

 

 

  



Enable SMB as follows: 

 

Windows Defender Firewall with Advaced Security -> ->Advacned Settings ->Inbound Rules -> File and 

Printer Sharing (NB-Session-in), File and Printer Sharing (SMB-in) 

 

 

 

 

 

 

 

 

 

 



Open TCP Port 2638 for Sybase database: 

Windows Defender Firewall with Advaced Security ->Advacned Settings-> Inbound Rules -> 

 

 

 

 

  



Below are Vivid settings after the Echo Transfer has been validated: 

 

 

 

 

  



 

 

 

  



 

 

 

  



 


